
5 WAYS 
MOBILE DEVICES 
ARE HACKED:

LOCK YOUR PHONE 
WITH A STRONG 
PIN OR PASSWORD

ENABLE FINGERPRINT 
LOGIN OR FACIAL 
RECOGNITION ON  
YOUR DEVICE

BACK UP YOUR 
DEVICE OFTEN

MOBILE  
SECURITY
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YOUR MOBILE DEVICE 
CONTAINS A LARGE 
AMOUNT OF SENSITIVE 
INFORMATION AND 
BECOMES A VALUABLE 
TARGET FOR HACKERS

DELETE SENSITIVE 
DATA ON YOUR PHONE 
THAT IS NO LONGER 
NEEDED

STAY ALERT
Install “Find My Phone” 
to locate lost devices 
or remotely lock/erase 
data if stolen

Only download apps 
from official app stores 
and websites

Read the fine print 
when allowing apps 
permission to access 
your data

Be suspicious of calls, 
emails, and texts 
that ask for personal 
information

STAY UPDATED
Regularly update your apps and 
operating system to protect 
against the latest threats

Ensure your anti-virus software 
is active and up to date

DISABLE WI-FI, 
BLUETOOTH, AND 
LOCATION SERVICES 
WHEN NOT IN USE 

NEVER CONNECT TO  
PUBLIC WI-FI BECAUSE 
YOUR PHONE CAN BE 
EASILY INFECTED
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1.	 LOST OR STOLEN 
DEVICES

2.	 UNSECURED  
NETWORKS

3.	 MALICIOUS 
APPLICATIONS

4.	PHISHING

5.	 UNAWARE USERS


